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Privacy Policy

Effective Date: January 14, 2026 Last Updated: January 14, 2026

Resilience Cyber Security LTD. ("Resilience," "we," "us," or "our") is committed to protecting the
privacy and security of the information we process. This Privacy Policy describes how we
collect, use, and safeguard personal and professional information in the course of providing our
bespoke cybersecurity consulting services.

As a consulting firm providing tailored Secure Software Development Life Cycle (SDLC) and
compliance solutions, our relationship with clients is built on extreme confidentiality and
professional trust.

1. Information We Collect

Because we provide professional services rather than a SaaS product, our data collection is
focused on service delivery and business communication:

e Client Relationship Data: Names, professional titles, email addresses, and phone
numbers of your organization’s representatives.

e Project Documentation: Information shared with us to perform our services, such as
high-level architecture diagrams, SDLC process descriptions, and compliance gap
assessments.

e Technical Metadata: In specific consulting engagements, we may process system logs
or configuration files provided by the client to analyze security posture.

2. How We Use Your Information
We use the information collected solely for the following purposes:

e Service Delivery: Creating custom frameworks, work plans, and SDLC security
architectures tailored to your unique risks.

e Compliance Support: Assisting your organization in meeting regulatory requirements
(e.g., SOC2, ISO 27001).

e Client Communication: Managing the consulting engagement, invoicing, and providing
updates on project milestones.

e Legal Obligations: Complying with applicable laws and professional standards.
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3. Data Retention and Security W

We treat your data as highly sensitive professional secrets.

e No Aggregation: We do not aggregate or "anonymize" your data to build products or
train public Al models.

e Security Controls: We implement industry-standard physical, technical, and
administrative safeguards, including encrypted storage and secure communication
channels for all deliverables.

e Retention: We retain project-related information only for as long as necessary to fulfill
the consulting agreement or as required by legal record-keeping obligations.

4. Information Sharing and Disclosure

Resilience Cyber Security LTD. does not sell, rent, or trade your information to third parties.
We only disclose information to:

e Sub-Processors: Vetted third-party contractors (e.g., specialized auditors) specifically
authorized by you in our Statement of Work (SOW).
e Legal Necessity: If required by law, subpoena, or government regulation.

5. Your Rights and Choices

Depending on your jurisdiction, you may have the right to access, correct, or delete the personal
information we hold. Given the nature of our work, requests regarding project data are handled
according to the specific Confidentiality Agreement (NDA) signed at the start of our
engagement.

6. Contact Us

For questions regarding this policy or our data practices, please contact our Privacy Officer at:

Resilience Cyber Security LTD. Email: info@resilience-sec.com
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